In-The-Wild Face Angle Dataset Release Agreement

Introduction

This dataset was created to improve biometric authentication in a decentralized system.
The Institute of Networks and Security provides the In-The-Wild Face Angle Dataset free
of charge to researchers to promote research.

Content

e Encryption: Unauthorized access needs to the data needs to be prevented by storing
them encrypted.

o Redistribution: The dataset will not be further distributed, published, copied, or dis-
seminated in any way or form whatsoever, whether for profit or not. This includes
further distributing, copying or disseminating to a different facility or organizational
unit within the requesting university, organization, or company.

o Commercial use: This dataset, in whole or in part, will not be used for commercial
use. The data is only used for scientific research.

o Publication: Data will be not be published in any way that could cause an individual
to be identified without explicit consent of the individual.

o Acknowledgment: In all documents and papers that report experimental results based
on this database, the Institute of Networks and Security has to be acknowledged.

If you have any questions about this dataset, please contact:

Institute of Networks and Security
Johannes Kepler University Linz
Altenbergerstrale 69, 4040 Linz
office@ins.jku.at

I have read the above document and I agree to all terms.

Name (in capitals) Date, Location

Organization Address

Email or telephone Signature
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